**Алгоритм действий педагогических работников по предупреждению жизнеугрожающего поведения обучающихся**

**(разработан на основании алгоритма областной комиссии по КДН и ЗП от 31.01.19г и алгоритма, утвержденного протоколом заседания рабочей комиссии АГО Красноуфимск от 07.11.19 г)**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Шаг действия** | **Цель** | **Принятие мер** | **Форма отчетности** | **Ответственные** |
| Мониторинг аккаунтов обучающихся в социальных сетях | Изучение личности и окружения, предупреждение вовлечения их в суицидальное и противоправное поведение | Мониторинг страниц соц.сетей –систематически;  Предоставление информации о  мониторинге страниц обучающихся в соц.сетях- ежемесячно;  Обращение в Роскомнадзор | Информация мониторинга страниц обучающихся в соц.сетях **(1)**  Алгоритм составление заявки в Роскомнадзор **(2)** | Куратор |
| Выявление фактов вовлечения обучающихся в деструктивные сообщества, наличие на страницах «негативного» контента | Выявление уровня информационной опасности (повышенный, критичный) | Определение уровня информационной опасности обучающегося;  Информирование родителей (законных представителей) об информационной опасности по результату мониторинга аккаунта в соц.сетях;  Информирование специалиста, ответственного за информационную безопасность и педагога-психолога о выявлении опасного контента у обучающегося | Журнал ВР  Журнал ВР  Докладная **(3)** | Куратор |
| Обработка мониторинга | Выявление «группы риска» по техникуму | Отчет по техникуму на основании информации о мониторинге соц.страниц | Сводная информация о мониторинге соц.страниц по техникуму **(4)** | Педагог-психолог |
| Мониторинг аккаунтов обучающихся в социальных сетях | Выявление уровня информационной опасности (повышенный, критичный) | Мониторинг страниц соц.сетей;  Получение предварительной консультации в закрытой группе «Информационная безопасность» | Информация о выявленных «опасных» Интернет сообществах  в закрытую группу «Информационная безопасность» | Консультант-эксперт |
| Индивидуальная работа с обучающимися и их родителями (законными представителями), имеющих уровень информационной опасности (повышенный, критичный) | Определение индивидуального маршрута | Мониторинг аккаунтов обучающихся в социальных сетях;  Диагностика обучающихся;  Консультирование родителей | Карта обучающегося **(5)**  Информационное письмо **(6)** | Педагог-психолог |
| Взаимодействие специалистов техникума с иными субъектами при обнаружении опасного контента на страницах обучающихся в социальных сетях при повышенном и критичном уровне опасности | Обеспечение безопасности обучающегося | Получение консультации у специалистов иных субъектов  В случае непринятия действий со стороны родителей направление информации в ТКДН и ЗП, ОВД, Красноуфимскую РБ | Информационное письмо **(7)** | Педагог-психолог;  специалист, ответственный за информационную безопасность;  администрация техникума |